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Abstract. With the rapid growth of network technologies, privacy becomes an important issue. In this manu-
script, we design a verifiable and untraceable message extraction system having users be able to get desired 
messages without leaking what they are. This system applies OT (oblivious transfer) to satisfy the special 
privacy requirement.  
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